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START OF CHANGE

**** CHANGE 1
4.2
Security entity at the perimeter of the 5G Core network

The 5G System architecture introduces a Security Edge Protection Proxy (SEPP) as the entity sitting at the perimeter of the PLMN.


 
**** CHANGE 2
<< NOTE TO MCC – to be introduced as 13.0 >>
13.X
General

Secure communication via the internetwork is enabled by deploying SEPPs at both networks, which are connected over the N32 interface. The SEPP
-
receives all service layer messages from the Network Function and protects them before sending them out of the network on the N32 interface and 

-
receives all messages on the N32 interface and forwards them to the appropriate Network Function after verifying security, where present.

The SEPP implements application layer security for all the service layer information exchanged between two NFs across two different PLMNs.
The SEPPs enforce protection policies regarding application layer security. 
END OF CHANGE

